|  |  |
| --- | --- |
|  **Аннотация** |  |
|  **Рабочей программы дисциплины** |  |
|  |  |  |  |
| Дисциплина  | Правовые основы информационной безопасности  |
| Направление подготовки  | 40.03.01 Юриспруденция  |
| Профиль  | Правовое обеспечение деятельности государственных и муниципальных органов  |
| Объем дисциплины  | 5 з.е  |
| Формы промежуточной аттестации  | Экзамен  |
| Кафедра публичного права  |
| **Краткое** **содержание** **дисциплины**   |
|  Тема |  Наименование темы |
|  Тема 1. |  Организационно-технические и правовые аспекты информационной безопасности |
|  Тема 2. |  Правовые основы информационной безопасности |
|  Тема 3. |  Теория организации доступа в информационных системах: организационно-правовой аспект |
|  Тема 4. |  Правовые основы защиты от вредоносных программ |
|  Тема 5. |  Понятие и правовые аспекты сетевой безопасности |
|  Тема 6. |  Национальные интересы и информационная безопасность РФ: организационно- правовой аспект |
|  Тема 7. |  Организационно-правовая основа система обеспечения информационной безопасности РФ |
|  Тема 8. |  Организационно-правовой механизм предотвращения угроз информационной безопасности РФ |
|  Тема 9. |  Организационно-правовые методы обеспечения основ информационной безопасности РФ |
|  Тема 10. |  Организационно-правовое обеспечение информационной безопасности РФ в различных сферах общественной жизни |
|  |  |  |  |
| **Список** **литературы**   |
|  |  |  |  |
|  **Основная литература:** |
|  1. Русскевич Е. А. Уголовное право и "цифровая преступность": проблемы и решения. [Электронный ресурс]:монография. - Москва: ИНФРА-М, 2020. - 227 – Режим доступа: https://znanium.com/catalog/product/1061706 |
|  2. Овчинский В. С. Криминология цифрового мира. [Электронный ресурс]:учебник для магистратуры. - Москва: Норма: ИНФРА-М, 2020. - 352 – Режим доступа: https://znanium.com/catalog/product/1059377 |
|  3. Степанов О. А. Противодействие кибертерроризму в цифровую эпоху. [Электронный ресурс]:Монография. - Москва: Юрайт, 2020. - 103 – Режим доступа: https://urait.ru/bcode/448300 |

|  |
| --- |
|  4. Полякова Т. А., Чубукова С. Г., Ниесов В. А. Организационное и правовое обеспечение информационной безопасности. [Электронный ресурс]:Учебник и практикум для вузов. - Москва: Юрайт, 2020. - 325 – Режим доступа: https://urait.ru/bcode/450371 |
|  5. Сычев Ю.Н. Стандарты информационной безопасности. Защита и обработка конфиденциальных документов. [Электронный ресурс]:Учебное пособие. - Москва: ООО "Научно- издательский центр ИНФРА-М", 2021. - 223 – Режим доступа: https://znanium.com/catalog/product/1189349 |
|  6. Ковалева Н. Н., Брянцев И. И., Брянцева О. В., Варламова Е. В., Ересько П. В., Жирнова Н. А., Изотова В. Ф., Ильгова Е. В., Сергеева Е. Ю., Солдаткина О. Л., Тугушева Ю. М., Холодная Е. В., Чайковский Д. С. Информационное право. [Электронный ресурс]:Учебник для вузов. - Москва: Юрайт, 2020. - 353 – Режим доступа: https://urait.ru/bcode/466887 |
|  7. Сычев Ю.Н. Защита информации и информационная безопасность. [Электронный ресурс]:Учебное пособие. - Москва: ООО "Научно-издательский центр ИНФРА-М", 2021. - 201 – Режим доступа: https://znanium.com/catalog/product/1013711 |
|  **Дополнительная литература:** |
|  1. Терещенко Л. К. Модернизация информационных отношений и информационного законодательства. [Электронный ресурс]:монография. - Москва: ИЗиСП, 2013. - 227 – Режим доступа: https://znanium.com/catalog/product/442472 |
|  2. Основы борьбы с киберпреступностью и кибертерроризмом. [Электронный ресурс]:хрестоматия. - Москва: Норма, 2017. - 528 – Режим доступа: https://znanium.com/catalog/product/771246 |
|  3. Русскевич Е. А. Уголовно-правовое противодействие преступлениям, совершаемым с использованием информационно-коммуникационных технологий. [Электронный ресурс]:учебное пособие. - Москва: ИНФРА-М, 2019. - 188 – Режим доступа: https://znanium.com/catalog/product/979195 |
|  4. Гришина Н. В. Основы информационной безопасности предприятия. [Электронный ресурс]:учебное пособие для студентов вузов, обучающихся по направлению подготовки 10.03.01 "Информационная безопасность" (квалификация (степень) "бакалавр"). - Москва: ИНФРА-М, 2019. - 216 – Режим доступа: https://znanium.com/catalog/product/1017663 |
|  5. Архипов В. В. Интернет-право. [Электронный ресурс]:Учебник и практикум для вузов. - Москва: Юрайт, 2020. - 249 – Режим доступа: https://urait.ru/bcode/450761 |
|  6. Федотов М. А., Антонова А. В., Будник Р. А., Войниканис Е. А., Околеснова О. А., Петрин И. В., Примакова А. В., Семенова Е. В., Тедеев А. А. Информационное право. [Электронный ресурс]:Учебник для вузов. - Москва: Юрайт, 2020. - 497 – Режим доступа: https://urait.ru/bcode/451031 |
|  7. Рассолов И. М. Информационное право. [Электронный ресурс]:Учебник и практикум для вузов. - Москва: Юрайт, 2020. - 347 – Режим доступа: https://urait.ru/bcode/449839 |
|  8. Правовые аспекты информационной безопасности. Учебное пособие. Ч. 1. [Электронный ресурс]:. - Екатеринбург: [Издательство УрГЭУ], 2015. - 98 – Режим доступа: http://lib.usue.ru/resource/limit/ump/15/p485369.pdf |
|  |
| **Перечень** **информационных** **технологий,** **включая** **перечень** **лицензионного** **программного** **обеспечения** **и** **информационных** **справочных** **систем,**  **онлайн** **курсов,** **используемых** **при** **осуществлении** **образовательного** **процесса** **по** **дисциплине**   |
|  **Перечень лицензионного программного обеспечения:** |
|  |
| Microsoft Windows 10 .Договор № 52/223-ПО/2020 от 13.04.2020, Акт № Tr000523459 от 14.10.2020. Срок действия лицензии 30.09.2023.  |
| Astra Linux Common Edition. Договор № 1 от 13 июня 2018, акт от 17 декабря 2018. Срок действия лицензии - без ограничения срока.  |
| Microsoft Office 2016.Договор № 52/223-ПО/2020 от 13.04.2020, Акт № Tr000523459 от 14.10.2020 Срок действия лицензии 30.09.2023.  |
| Corel Painter 2017. Договор № 34-С 2017 от 27.03.2017, Акт № Tr007267 от 24.01.2020. Срок действия лицензии -бессрочное пользование.  |

|  |
| --- |
| Corel PaintShop Pro X9. Договор № 34-С 2017 от 27.03.2017, Акт № Tr007267 от 24.01.2020. Срок действия лицензии -бессрочное пользование.  |
| Adobe Premiere Pro CC. Договор № 140/223-ПО/2020 от 19.10.2020. Срок действия лицензии 13.12.2021.  |
| GIMP. Лицензия GNU GENERAL PUBLIC LICENSE. Срок действия лицензии - без ограничения срока.  |
| Конфигурация 1С:Зарплата и Управление Персоналом 8. Договор Б/Н от 02.06.2009 г., Лицензионное соглашение № 8971903, Акт № 62 от 15.07.2009 "1C:Зарплата и кадры бюджетного учреждения 8" (рег. номер 9648728).  |
| MySQL Community Server. Стандартная общественная лицензия GNU (GPL). Срок действия лицензии - без ограничения срока.  |
| PostgreSQL Server. Лицензия PostgreSQL. Срок действия лицензии - без ограничения срока.  |
| Secret Net 7. Клиент (автономный режим работы). Договор № 73700092 от 04.08.2017, Товарная накладная № 73700092 от 11.10.2017.  |
| Notepad++. Лицензия GNU General Public License. Срок действия лицензии - без ограничения срока.  |
| Лингафонный кабинет «Аудиториум». Договор № 71 от 15 декабря 2017. Срок действия лицензии - без ограничения срока.  |
| SketchUp Pro 2020. Договор № 129-223-ПО-2020 от 05.10.2020. Срок действия лицензии - 08.10.2021.  |
|  **Перечень информационных справочных систем, ресурсов информационно- телекоммуникационной сети «Интернет»:** |
| Справочно-правовая система Гарант. Договор № 58419 от 22 декабря 2015. Срок действия лицензии -без ограничения срока   |
| Справочно-правовая система Консультант +. Договор № 163/223-У/2020 от 14.12.2020. Срок действия лицензии до 31.12.2021    |
| Аннотацию подготовил: Матвеев Е.В.  |